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This Registration Data Access Protocol (“RDAP”) Terms of Service sets forth the terms and conditions of 

the use of “.bnpparibas” RDAP service. By using the “.bnpparibas” RDAP service, the user agrees to be 

bound by the following conditions. 

 
 
The data contained in the BNP Paribas registry RDAP Database are provided “as is” by the BNP Paribas 

registry for information purposes only, and to assist persons in obtaining information about, or related 

to, a domain name registration record. 

 
 
The BNP Paribas registry RDAP Database is protected by the provisions of the French Law of July 1st, 

1998, transposing the European Directive of March 11th, 1996, on database legal protection in the 

Intellectual Property Code. 

 
 
The BNP Paribas registry is the only entity to hold the producing rights of the Database as substantial 

investment, quantitative as much as qualitative, that were used to achieve this Database. Complete or 

partial reproduction and/or use of BNP Paribas registry's Database without the express permission of 

the BNP Paribas registry is strictly forbidden. Any breach to these rules can carry criminal sanctions as 

counterfeit, without prejudice of a potential damages request from the BNP Paribas registry, holder of 

these rights. 

 
 
By using the “.bnpparibas” RDAP service, the user commits not to: 

- allow, enable or support in any way the mass transmission of unsolicited, commercial or 

advertising solicitations and, 

- access the Database using large-scale, automated electronic processes that send queries or data 

to the systems of the “.bnpparibas” registry. 

 

 
The “.bnpparibas” RDAP service user also commits to: 

- use the service and the published data for lawful purposes only and, 

- in particular, the user is bound to respect the provisions in force for the protection of personal 

data and, in particular, those of Regulation (EU) 2016/679 of the European Parliament and of 

the Council of April 27th, 2016, applicable from May 25th, 2018. Users must comply with the 

legal provisions related to the protection of personal data, breach of which is subject to criminal 

sanctions. As regards the personal data that they access or might access, the users must refrain 

from collecting or misusing this information. In a more general way, the user must refrain from 

any act likely to infringe the privacy or reputation of individuals. 


